
Why DAST remains a primary pillar in a holistic 
AppSec program 

A Theoretical Versus a Practical 
Approach Toward Application Security
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Business logic assessments analyze user-application interactions such as

• Account profile/settings

• Account transactions/history

• Checkout

• Contact us

• Forgotten username or password

• Shopping cart processes (adding/removing items)

• Site administration

Does your DAST solution eliminate false positives?
Nothing infuriates developers more (or is more costly) than receiving dozens of vulnerabilities from the security team only to realize 
the majority of them aren’t vulnerabilities at all. With WhiteHat Dynamic, the security team can ensure that developers get verified 
vulnerabilities with near-zero false positives, meaning developers can worry less about triaging findings and tracking down bugs. This 
increases their productivity and allows them to focus on what they love: writing code and creating features.

Conclusion: Better together
With so much emphasis on “shifting left” in recent years, it’s tempting to forget that security risk starts on the right. Risky code is only a 
risk once it’s deployed.

Organizations get breached in production. That’s a fact. And it could be why Forrester’s 2022 Security Survey shows that organizations 
implementing DAST for their production websites were the least breached.4

This doesn’t mean white box testing like SAST and SCA aren’t necessary. There are plenty of real-world benefits to catching security 
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