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SECTION 3 – TO OUR CUSTOMERS 
3.1  Global privacy laws 
 

Synopsys was ready for the effective date of the European General 

Data Protection Regulation (GDPR) in 2018 and the California 
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4.3  CCPA compliance  

Members of Synopsys’ workforce who are residents of California have 

certain rights under the CCPA (mentioned in Section 3.1 above). For 

more information, please refer to our California Consumer Privacy Act 

Notice. 

4.4  Keeping data safe  

Our commitment to data security extends to protecting personal data 

as well as Synopsys’ intellectual property from theft. This includes the 

use of badged access, video monitoring, and the like to maintain 

physical security, as well as firewalls, encryption, and data loss 

prevention measures to prevent the misuse of Synopsys’ systems and 

devices. We obey applicable privacy laws whenever we monitor the 

use of Synopsys-owned systems and devices.  

Personal data is to be made available only to people with a “need to 

know” and who have the appropriate clearances. If you have access 

to personal data in connection with your job, be vigilant about the 

need to prevent inappropriate of unlawful disclosures. Keep current 

with Synopsys’ privacy and data security training, take advantage of 

the marketing protocols and other resources available from the Legal 

Department, and direct any questions to our Chief Privacy Officer at 

privacy@synopsys.com, our Chief Ethics and Compliance Officer at 

ethics.officer@synopsys.com, or the Synopsys Legal Department. 
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SECTION 5 – TO OUR VENDORS AND SUPPLIERS 
5.1  A valued partnership  

Synopsys values the manyartnership 
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SECTION 6 – MORE INFORMATION 
 
We invite anyone who desires more information about Synopsys’ 
practices and compliance with data privacy laws to contact any of the 
following: the Synopsys Data Privacy Officer, if one has been 
designated in the country where you reside, the Company’s Chief 

Privacy Officer at privacy@synopsys.com, the Chief Ethics and 
Compliance Officer at ethics.officer@synopsys.com, or the Synopsys 
Legal Department. 
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